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DATENSCHUTZINFORMATIONEN FUR MITARBEITER

Information zum Datenschutz Uber unsere Verarbeitung von Mitarbeiterdaten nach Artikel 12
ff. der Datenschutzgrundverordnung (DSGVO)

Blieske GmbH & Co. KG

Gemal den Vorgaben der Art. 12 ff. der Datenschutz-Grundverordnung (DSGVO) informieren
wir Sie hiermit Uiber die Verarbeitung der lber Sie erhobenen personenbezogenen Daten so-
wie lhre diesbezliglichen datenschutzrechtlichen Rechte. Um zu gewahrleisten, dass Sie in vol-
lem Umfang Uber die Verarbeitung Ihrer personenbezogenen Daten im Rahmen der Begriin-
dung, Durchfiihrung sowie Beendigung des Beschaftigungsverhaltnisses informiert sind, neh-
men Sie bitte nachstehende Information zu Kenntnis.

1. Verantwortliche Stelle im Sinne des Datenschutzrechts

Blieske GmbH & Co. KG
Am Metzenweg 6
55494 Morschbach

Tel: +49 (0) 6764 - 2994

Fax: +49 (0) 6764 - 3261

E-Mail: info@blieske-spedition.de

Internet: https://www.blieske-spedition.de/

2. Kontaktdaten unseres Datenschutzbeauftragten

ffp digital consulting GmbH
Anne Fischer

Gebaude 890

55483 Hahn-Flughafen

Tel: +49 (0) 6543 - 500 886 0
E-Mail: datenschutz@ffp-digital.de

3. Zwecke und Rechtsgrundlagen der Verarbeitung

Wir verarbeiten Ihre personenbezogenen Daten im Einklang mit den Bestimmungen der eu-
ropdischen Datenschutz-Grundverordnung (DSGVO) und dem Bundesdatenschutzgesetz
(BDSG), soweit dies fiir die Durchfiihrung oder Beendigung eines Beschaftigungsverhaltnisses
mit uns erforderlich ist. Die RechtmaRigkeit der Verarbeitung von personenbezogenen Daten
richtet sich in diesem Fall nach Art. 6 Abs. 1 S. 1 lit. b DSGVO. Die RechtmaRigkeit der Verar-
beitung von besonderen Kategorien personenbezogener Daten i.S.d. Art. 9 Abs. 1 DSGVO
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bestimmt sich gemafR Art. 88 DSGVO i.V.m. § 26 Abs. 3 BDSG. Weiterhin kdnnen wir personen-
bezogene Daten von lhnen verarbeiten, sofern dies gem. Art. 6 Abs. 1 S. 1 lit. ¢ DSGVO zur
Erfillung rechtlicher Verpflichtungen oder gem. Art. 6 Abs. 1 S. 1 lit. f DSGVO zur Abwehr und
Geltendmachung von Rechtsanspriichen im Zusammenhang mit dem Beschaftigungsverhalt-
nis erforderlich ist, oder ein anderweitiges berechtigtes Interesse an der Verarbeitung be-
steht.

Die von lhnen bereits im Rahmen eines Bewerbungsverfahrens bereitgestellten personenbe-
zogenen Daten dirfen wir gemaR Art. 6 Abs. 1 S. 1 lit. b DSGVO sowie Art. 88 DSGVO i. V.m. §
26 Abs. 3 BDSG weiterverarbeiten, soweit dies fir die Durchfiihrung oder die Beendigung des
Beschaftigungsverhaltnisses oder zur Auslibung oder Erfillung der sich aus einem Gesetz er-
gebenden Rechte und Pflichten erforderlich ist.

Unsere IT-Sicherheitskomponenten wie Firewall und Antiviren-Programm nutzen kiinstliche
Intelligenz (KI), um effektiv Daten und Systeme vor Cyber-Angriffen zu schiitzen. Dazu werden
Ihre personenbezogenen Nutzer- und Verbindungsdaten von der Kl verarbeitet. Rechtsgrund-
lage hierfiir ist die Erfiillung einer gesetzlichen Verpflichtung zur Vornahme von technischen
und organisatorischen MaBnahmen zur Datensicherheit gem. Art. 6 Abs. 1 S. 1 lit. ci.V.m. Art.
32 DSGVO.

Zur Unterstltzung und Optimierung unserer internen Arbeitsprozesse bei der Bearbeitung
von E-Mails, sowie im Rahmen der Auftragserfassung und -bearbeitung fir Kunden verarbei-
ten wir lhre personenbezogenen Daten mit Unterstiitzung von Kl-Assistenzsystemen. Rechts-
grundlage hierfir ist unser berechtigtes Interesse an der kontinuierlichen Steigerung von Effi-
zienz und Produktivitat im Arbeitsalltag nach Art. 6 Abs. 1 lit. f DSGVO. In keinem Fall verwen-
den wir kiinstliche Intelligenz zur Bewertung, zum Profiling oder zur Entscheidungsgrundlage.
Es ist technisch und organisatorisch sichergestellt, dass die kiinstliche Intelligenz keinen Zugriff
auf sensible personenbezogene Daten gem. Art. 9 DSGVO oder lhre der Personalakte oder der
Personalbuchhaltung zugehdorigen personenbezogenen Daten hat.

Auf unserem Betriebsgeldande erfolgt in Wahrnehmung unseres Hausrechts die Videoliberwa-
chung des Eingangsbereiches des Verwaltungsgebdudes, der Werkstatt sowie des Grund-
stiicks. Diese Datenverarbeitung erfolgt aufgrund eines berechtigten Interesses gem. Art. 6
Abs. 1 S. 1 lit. f DSGVO i.V.m. § 4 BDSG. Das Videomaterial wird ausschlieBlich fiir die Ermitt-
lung von Schadenshergdngen sowie Straftaten ausgewertet.

Zudem werden alle Zutritte zum Betriebsgeldande sowie den Betriebsgebdauden mittels Zu-
gangschip protokolliert. Hierbei werden die dem Chip zugeordneten Identifikationsdaten so-
wie der Ereigniszeitpunkt gespeichert. Diese Verarbeitung erfolgt auf Grundlage unseres be-
rechtigten Interesses an einer effektiven Zutrittsverwaltung gemald Art. 6 Abs. 1 S. 1 lit. f
DSGVO, sowie in Erflllung einer gesetzlichen Verpflichtung zur Vornahme von technischen
und organisatorischen MaRnahmen gemafd Art. 6 Abs. 1 S. 1 lit. c DSGVO i.V.m. Art. 32 DSGVO.
Eine Auswertung zum Zwecke der Leistungskontrolle der Mitarbeiter findet ausdriicklich bei
keiner der o.g. Verarbeitungstatigkeiten statt.

Sofern Sie uns eine ausdriickliche Einwilligung zur Verarbeitung von personenbezogenen Da-
ten fir bestimmte Zwecke erteilen (z.B. interne Telefonliste), ist die RechtmaRigkeit dieser

Verarbeitung auf Basis |hrer Einwilligung nach Art. 6 Abs. 1 S. 1 lit. a DSGVO gegeben. Eine
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erteilte Einwilligung kann jederzeit mit Wirkung fir die Zukunft widerrufen werden (siehe Zif-
fer 9 dieser Datenschutzinformation).

4. Kategorien personenbezogener Daten

Wir verarbeiten nur solche Daten, die mit Ihrem Beschaftigungsverhaltnis in Zusammenhang
stehen. Dies kdnnen allgemeine Daten zu lhrer Person (Name, Anschrift, Kontaktdaten, etc.),
Angaben zu lhrer beruflichen Qualifikation und Schulausbildung, Angaben zur beruflichen
Weiterbildung, sowie ggf. weitere Daten sein, die zur Erfiillung von vertraglichen, sowie buch-
halterischen und steuerlichen Pflichten (Arbeitszeitdaten, Lenk- und Ruhezeiten, Bankverbin-
dung, Krankenversicherung, Sozialversicherung, Steuerdaten, etc.) erforderlich sind. Des Wei-
teren werden bei der Verwendung von Microsoft-Produkten, Antivirus-Software und der Fire-
wall Protokolldaten Uber Benutzeraktivititen sowie Metadaten (Diagnose- und Unterstit-
zungsdaten) verarbeitet. Zudem werden wahrend lhres Aufenthalts auf unserem Betriebsge-
lande Bilddaten durch die Videolberwachungsanlage verarbeitet.

5. Quellen der Daten

Wir verarbeiten personenbezogene Daten, die von Ihnen zum Zwecke der Begriindung des
Beschaftigungsverhaltnisses bereitgestellt wurden. Weiterhin verarbeiten wir personenbezo-
gene Daten, welche wir im Rahmen der Durchfiihrung des Beschaftigungsverhaltnisses selbst
erheben oder durch Dritte an uns libermittelt werden. Zudem verarbeiten wir Protokolldaten
Uber Benutzeraktivitaten im Rahmen der Verwendung von Microsoft-Produkten, Antivirus-
Software und der Firewall. Weiterhin verarbeiten wir personenbezogene Daten, welche wir
im Rahmen der Videoliberwachung selbst erheben.

6. Empfanger der Daten

Wir geben lhre personenbezogenen Daten innerhalb unseres Unternehmens ausschlieflich an
die Bereiche und Personen weiter, die diese Daten zur Erfiillung der vertraglichen und gesetz-
lichen Pflichten bzw. zur Umsetzung unseres berechtigten Interesses bendtigen.

Ilhre personenbezogenen Daten werden in unserem Auftrag auf Basis von Auftragsverarbei-
tungsvertragen nach Art. 28 DSGVO verarbeitet. In diesen Fallen stellen wir sicher, dass die
Verarbeitung von personenbezogenen Daten im Einklang mit den Bestimmungen der DSGVO
erfolgt. Die Kategorien von Empfangern sind in diesem Fall unsere EDV-Partner, unsere SaaS-
Provider sowie die Anbieter von Kommunikationsdiensten. Die Anbieter der kiinstlichen Intel-
ligenz haben keinen Zugriff auf Ihre personenbezogenen Daten.

Eine Datenweitergabe an Empfanger aullerhalb des Unternehmens erfolgt ansonsten nur, so-
weit gesetzliche Bestimmungen dies erlauben oder gebieten, die Weitergabe zur Abwicklung
und somit zur Erflllung des Vertrages oder, auf Ihren Antrag hin, zur Durchfiihrung von vor-
vertraglichen MaBBnahmen erforderlich ist, uns Ihre Einwilligung vorliegt oder wir zur Erteilung
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einer Auskunft befugt sind. Unter diesen Voraussetzungen kénnen Empfanger personenbezo-
gener Daten z. B. sein:

- Empfanger, an die die Weitergabe zur Vertragsbegriindung oder -erfiillung unmittel-
bar erforderlich ist, wie z.B. Finanz- und Transportdienstleister, unsere Auftraggeber
bzw. weitere Logistikunternehmen in der Lieferkette

- Steuerberater

- Offentliche Stellen und Institutionen (z. B. Staatsanwaltschaft, Polizei, Aufsichtsbehér-
den, Finanzamt, BAG, KBA) bei Vorliegen einer gesetzlichen oder behérdlichen Ver-
pflichtung.

7. Ubermittlung in ein Drittland

Bei der Bearbeitung von E-Mails, sowie im Rahmen der Auftragserfassung und -bearbeitung
fir Kunden kann durch die SaaS-Provider oder das Betriebssystem eine Datenlibermittlung in
die USA erfolgen. Die Ubermittlung erfolgt in diesen Fillen auf Grundlage von Standarddaten-
schutzklauseln gem. Art. 46 Abs. 2 lit. ¢ DSGVO und einem Angemessenheitsbeschluss nach
Art. 45 DSGVO aufgrund der Teilnahme am EU-U.S. Data Privacy Framework (DPF). Bei Besuch
unseres Betriebsgelandes kann aufgrund der Videolberwachung durch den Saas-Provider
eine Dateniibermittlung in die USA und nach Hong Kong erfolgen. Die Ubermittlung erfolgt in
diesem Fall auf Grundlage von Standarddatenschutzklauseln gem. Art. 46 Abs. 2 lit. c DSGVO
und einem Angemessenheitsbeschluss nach Art. 45 DSGVO aufgrund der Teilnahme am EU-
U.S. Data Privacy Framework (DPF). Bei der Verwendung des Kommunikationsdienstes
WhatsApp erfolgt eine Dateniibermittlung in die USA. Die Ubermittlung erfolgt in diesen Fal-
len auf Grundlage von Standarddatenschutzklauseln gem. Art. 46 Abs. 2 lit. c DSGVO und ei-
nem Angemessenheitsbeschluss nach Art. 45 DSGVO aufgrund der Teilnahme am EU-U.S. Data
Privacy Framework (DPF).

Eine anderweitige Ubermittlung lhrer personenbezogenen Daten in ein Drittland ist nicht be-
absichtigt und findet nicht statt.

8. Dauer der Datenspeicherung

Wir verarbeiten ihre personenbezogenen Daten solange dies fiir die Begriindung, Durchfih-
rung oder Abwicklung des Beschaftigungsverhaltnisses oder zur Austibung bzw. Erflllung der
sich aus dem Beschaftigungsvertrag ergebenden Rechte und Pflichten oder zur Ausiibung bzw.
Erflllung der sich aus einem Gesetz ergebenden Rechte und Pflichten erforderlich ist.

Dariber hinaus unterliegen wir verschiedenen Aufbewahrungs- und Dokumentationspflich-
ten, die sich unter anderem aus dem Handelsgesetzbuch (HGB) und der Abgabenordnung (AO)
ergeben. Die dort vorgeschriebenen Fristen zur Aufbewahrung bzw. Dokumentation betragen
zwei bis zehn Jahre.

Schlielilich richtet sich die Speicherdauer auch nach den gesetzlichen Verjahrungsfristen, die
z. B. nach den §§ 195 ff. des Burgerlichen Gesetzbuches (BGB) in der Regel drei Jahre, in ge-

wissen Fallen aber auch bis zu dreifSig Jahre betragen kénnen.
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9. Betroffenenrechte

Recht auf Auskunft gem. Art. 15 DSGVO:
Sie haben das Recht, auf Antrag unentgeltlich Auskunft zu erhalten, ob und welche Daten (iber
Sie gespeichert sind und zu welchem Zweck die Speicherung erfolgt.

Recht auf Berichtigung gem. Art. 16 DSGVO:

Sie haben das Recht, von dem Verantwortlichen unverziiglich die Berichtigung lhrer unrichti-
gen personenbezogenen Daten zu verlangen. Unter Berlcksichtigung der Zwecke der Verar-
beitung haben Sie das Recht, die Vervollstandigung unvollstandiger personenbezogener Daten
— auch mittels einer erganzenden Erklarung — zu verlangen.

Recht auf Loschung (,,Recht auf Vergessenwerden®) gem. Art. 17 DSGVO:
Sie haben das Recht, von dem Verantwortlichen zu verlangen, dass Ihre Daten unverziiglich
geloscht werden. Der Verantwortliche ist verpflichtet, personenbezogene Daten unverziiglich
zu l6schen, sofern einer der folgenden Griinde zutrifft:
a) Zwecke, fiir die die personenbezogenen Daten erhoben wurden, entfallen
b) Sie widerrufen lhre Einwilligung der Verarbeitung. Eine anderweitige Rechtsgrundlage
fir die Verarbeitung liegt nicht vor.
c) Sie widersprechen der Verarbeitung. Eine anderweitige Rechtsgrundlage fiir die Ver-
arbeitung liegt nicht vor.
d) Die personenbezogenen Daten wurden unrechtmaRig verarbeitet.
e) Die Loschung der personenbezogenen Daten ist zur Erflllung einer rechtlichen Ver-
pflichtung nach dem Unionsrecht oder dem Recht der Mitgliedstaaten erforderlich,
dem der Verantwortliche unterliegt.

Recht auf Einschrankung der Verarbeitung gem. Art. 18 DSGVO &. § 35 BDSG:
Sie haben das Recht die Einschrankung der Verarbeitung zu verlangen, wenn eine der folgen-
den Voraussetzungen gegeben ist:

a) Die Richtigkeit der personenbezogenen Daten wird von Ihnen angezweifelt.

b) Die Verarbeitung ist unrechtmaRig; Sie lehnen eine Loschung jedoch ab.

c) Personenbezogene Daten werden fiir die Zwecke der Verarbeitung nicht langer beno-
tigt; Sie bendtigen die Daten jedoch zur Geltendmachung, Ausiibung oder Verteidigung
von Rechtsanspriichen.

d) Sie haben Widerspruch gegen die Verarbeitung gem. Art. 21 Abs. 1 DSGVO eingelegt.

e) Solange noch nicht feststeht, ob die berechtigten Griinde des Verantwortlichen Ihnen
gegeniber Uberwiegen, wird die Verarbeitung eingeschrankt.

Recht auf Dateniibertragbarkeit gem. Art. 20 DSGVO:

Sie haben das Recht die von Ihnen bereitgestellten Daten in einem strukturierten, gangigen
und maschinenlesbaren Format von dem Verantwortlichen zu erhalten. Eine Weiterleitung an
einem anderen Verantwortlichen darf von uns nicht behindert werden.

Widerspruchsrecht gem. Art. 21 DSGVO:

Soweit die Verarbeitung Ihrer personenbezogenen Daten nach Art. 6 Abs. 1 S. 1 lit. f DSGVO
zur Wahrung berechtigter Interessen erfolgt, haben Sie gemaR Art. 21 DSGVO das Recht, aus
Grinden, die sich aus lhrer besonderen Situation ergeben, jederzeit Widerspruch gegen die
Verarbeitung dieser Daten einzulegen.
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Beschwerderecht bei der Aufsichtsbehdrde gem. Art. 13 Abs. 2 lit. d, 77 DSGVO i. V. m § 19
BDSG:
Wenn Sie der Ansicht sind, dass die Verarbeitung Ihrer Daten gegen die DSGVO verstof3t, ha-
ben Sie das Recht Beschwerde bei der Aufsichtsbehérde einzulegen. Hierzu wenden Sie sich
bitte an die zustandige Aufsichtsbehorde.

Zuriickziehen der Einwilligung gem. Art. 7 Abs. 3 DSGVO:

Beruht die Verarbeitung auf lhrer Einwilligung gem. Art. 6 Abs. 1 S. 1 lit. a DSGVO oder Art. 9
Abs. 2 lit. a DSGVO (Verarbeitung besonderer Kategorien personenbezogener Daten), sind Sie
jederzeit dazu berechtigt die zweckmaRig gebundene Einwilligung zurilickzuziehen, ohne dass
die RechtmaRigkeit der aufgrund der Einwilligung bis zum Widerruf erfolgten Verarbeitung
berihrt wird.

10. Erforderlichkeit der Bereitstellung personenbezogener Daten

Die Bereitstellung personenbezogener Daten zur ordnungsgemalien Durchfiihrung eines Be-
schaftigungsverhaltnisses (z.B. Beschaftigungsvertrag) oder zur Durchfiihrung vorvertragli-
cher MaRnahmen erfolgt freiwillig. Sie sind somit nicht verpflichtet, Angaben zu personenbe-
zogenen Daten zu machen. Wir konnen ein wirksames Beschaftigungsverhaltnis mit Ihnen je-
doch nur schlieBen oder durchfiihren, sofern Sie bei Abschluss des Beschaftigungsverhaltnis-
ses solche personenbezogenen Daten angeben, die fiir die Aufnahme und Durchfiihrung des
Beschaftigungsverhaltnisses erforderlich sind.

11. Automatisierte Entscheidungsfindung

Fiir Entscheidungen Uber lhr Beschaftigungsverhaltnis nutzen wir grundsatzlich keine vollau-
tomatisierte Entscheidungsfindung gemaR Art. 22 DSGVO. In keinem Fall verwenden wir
kiinstliche Intelligenz zur Bewertung, zum Profiling oder zur Entscheidungsgrundlage.
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